Court Leader’s Advantage Video Podcast Questions
Time Marker Sheet
October 5, 2021 Episode

	2 minutes
41 seconds
	How long were you down?  How long did it take you to be back and operational?  How did the court function while you were down?


	7 minutes
12 seconds
	I have heard that often cyberattacks can go undetected for months.  How is that possible?  What is a court losing during that time that an attack goes undetected?


	9 minutes
22 seconds
	One challenge clerks and court administrators have is that they are responsible for a vast array of court functions of which case management technology is only one.  What kinds of questions does a clerk or court administrator ask to ensure cybersecurity is adequate and he or she doesn’t end up sounding naïve and get that common IT response of “everything is fine, just leave it to us.”


	14 minutes
45 seconds
	Everyone agrees that cybersecurity costs money, some say a lot of money.  How does a court convince a city council, a county board of supervisors, or even a state legislature to spend money for cybersecurity if they have never experienced an attack?


	19 minutes
20 seconds

	Is there a checklist for working on cybersecurity on a shoestring budget?


	22 minutes
41 seconds
	Tabletop exercises are a good way to prepare for a cyber-attack, but they often do not truly grasp the reality of a cyber-crisis.  How do you inject an element of reality into a tabletop exercise which can often seem perfunctory?


	29 minutes
20 seconds
	Was managing a cyberattack part of your Continuity of Operations Plan (COOP)?
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