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|  |  |
| --- | --- |
| 2 minutes  26 seconds | Tell us how you learned of the attack. When did it start? How did you find out about it? What did it look like in your court? Describe what you did after you found out your court was under attack. |
| 10 minutes  10 seconds | Who did you tell and how? Did you contact the media? Who did you call in to help with the investigation? |
| 15 minutes  46 seconds | Was it ransomware, a virus, a worm, phishing, malware, or something else? If it was ransomware, did you pay the ransom? |
| 20 minutes  33 seconds | Kevin, when we talk about a cyberattack, many folks think of ransomware. But there is quite an array of different types of attacks. Can you describe the major types? |
| 25 minutes  17 seconds | Did you lose data? Did you lose hardware? Does your court’s case management system have electronic document management and eFiling and were those functions affected? |
| 29 minutes  25 seconds | Some court administrators have said that they think their court is too small for cybercriminal to be concerned about. Do you agree with that assessment? |
| 32 minutes  32 seconds | What is the one takeaway that you would like clerks and court administrators around the country to come away with from this podcast episode? |